

	Assessment Details and Submission Guidelines

	Unit Code
	BN303

	Unit Title
	Wireless Network & Security

	Assessment Type
	Individual Assessment

	Assessment Title
	Analysis of Future Wireless Technologies

	Purpose	of	the
assessment	(with ULO Mapping)
	b. Utilise standards-based technologies used in various networks;
c. Test and compare the performance of various wireless networks;

	Weight
	20%

	Total Marks
	30

	Word limit
	1500 minimum

	Due Date
	Week 7 (9th of January 2020)

	Submission Guidelines
	· All work must be submitted on Moodle by the due date along with a completed Assignment Cover Page.
· The assignment must be in MS Word format, 1.5 spacing, 11-pt Calibri (Body) font and 2 cm margins on all four sides of your page with appropriate section headings.
· Reference sources must be cited in the text of the report, and listed appropriately at the end in a reference list using IEEE referencing style.

	Extension
	· If an extension of time to submit work is required, a Special Consideration Application must be submitted directly through AMS. You must submit this application within three working days of the assessment due date. Further information is available at:
 http://www.mit.edu.au/about-mit/institute-publications/policies-
procedures-and-guidelines/specialconsiderationdeferment

	Academic Misconduct
	· Academic Misconduct is a serious offence. Depending on the seriousness of the case, penalties can vary from a written warning or zero marks to exclusion from the course or rescinding the degree. Students should make themselves familiar with the full policy and procedure available at: http://www.mit.edu.au/about-mit/institute-publications/policies- procedures-and-guidelines/Plagiarism-Academic-Misconduct-Policy- Procedure. For further information, please refer to the Academic Integrity Section in your Unit Description.
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Assignment Description

You are a new wireless network engineer at the University of Future Technology in Australia. Your institute wishes to extend their connectivity throughout their lecture theatres and student service areas. The institute is becoming aware that the students require Internet access on their labtops and mobile phones during the lectures. The institute also realizes that the students may need to access and share many images and data during their lecturers.
The institute has its administrative office in the adjacent building with a line of sight view over the windows (open windows). Overall, the staff members are moving continuously, and they need full connectivity and accessibility to the Internet and Data Services.

Your operational director asks you to report on the available wireless technologies that can be used to serve the students during their lectures as well as to support the staff to be connected to the Internet and the data server.

The operational director is aware of the security concerns in Wireless Technologies; therefore, requests you to include security related issues for each of the selected technologies.

Your task is to select at least two of the following wireless technologies:
· ZigBee
· WiMax
· Bluetooth
· RFID
· WLAN
· IoT
· 5G

And you are to write a report for your director on:
1. Introduction of the selected technologies
2. Case studies of successful implementation of the selected technologies (e.g. successful use of RFID in a well known case example)
3. The working mechanism of selected technologies (e.g. how does ZigBee work?)
4. Potential benefits to the business using the selected wireless technologies
5. Security vulnerabilities of the selected technologies
6. Resolution and recommendations of a wireless technology for the business in the case study.


Marking Guide:
Marks are allocated as indicated on each question, taking the following aspects into account:


	Criteria
	Description
	Marks

	Section 1- introduction and case examples
	Introduction to wireless technologies and their pros and cons. Use of case examples to
motivate the business director.
	5

	Section 2 – operational mechanisms
	Describe how the selected wireless technologies operate – in particular for the aforementioned business environment (and
their potential benefits)
	10

	Section 3 – Security vulnerabilities and resolutions
	Describe the known and unknown security vulnerabilities and your recommended resolutions. If available, some evidence of
security testing.
	10

	Report structure
	Inadequate structure, careless presentation, poor writing, word limits
	3

	Reference style (IEEE)
	Minimum 5 Proper different referencing resources
	2



Marking Rubric for Exercise Answers

	Grade

Mark
	HD

80%+
	D

70%-79%
	CR

60%-69%
	P

50%-59%
	Fail

< 50%

	
	Excellent
	Very Good
	Good
	Satisfactory
	Unsatisfactory

	Introductio n and case examples
	Explanation is clear and easy
	

Consistency
	
Mostly consistent and convincing
	

Adequate
	

Argument is

	
	to follow with
	logical and
	
	cohesion and
	confused and

	
	strong
	convincing
	
	conviction
	disjointed

	/5
	arguments
	
	
	
	

	Operational mechanism and security resolutions
	The presented solution demonstrated an extreme
degree of
	The presented solution demonstrated a high degree
of
	The presented solution demonstrat
ed an
	The presented solution demonstrate
d a low
	The presented solution demonstrated a poor degree
of

	
	sophistication
	sophistication
	average
	degree of
	sophistication

	
	and
	and
	degree of
	sophisticatio
	and




	/20
	effectiveness to secure and/or manage WLAN
	effectiveness to secure and/or manage WLAN
	sophisticati on and effectivene ss to secure and/or manage
WLAN
	n and effectiveness to secure and/or manage WLAN
	effectiveness to secure and/or manage WLAN.

	
Report structure

/3
	
Proper writing. Professionally presented
	
Properly written, with some minor deficiencies
	Mostly good, but some structure or presentatio
n problems
	

Acceptable presentation
	
Poor structure, careless presentation

	Reference style (IEEE)

/2
	Clear styles with excellent source of
references.
	Clear referencing/ style
	Generally good referencing
/style
	Unclear referencing/s tyle
	Lacks consistency with many
errors
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